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I. Install ICA Client and DOD Root Certificate on Client Computers

Procedure: NOTE: If you are not comfortable with, or have a computer that will not allow performing the following steps, call your IT or NMCI Help Desk for assistance.

1. The files are located on the Command Information Office Page under Citrix Support.  To get there:


a. Click on the LANTDIV Internet Link: http://www.lantdiv.navfac.navy.mil .

b. Click on Intranet Icon in upper right corner.

c. Sign-in with your Network/Citrix User Name and Password.
This takes you to the LANTDIV Intranet. Click on the Centers pull down menu.

d. Click on Command Information Office.

2. In the Citrix Support section, you will see two files, Citrix ICA 32-bit Windows Client 6.31 and DOD Root Certificate.


a. To install the Citrix ICA 32-bit Windows Client 6.31:

Click on the Link. Click the Open button. Accept all defaults.
The InstallShield Wizard(TM) will install Citrix ICA 32-bit Windows Client on your computer.  The client will take effect once your computer is restarted.

b. To install the DOD Root Certificate;

1. Click on the Link.  Click on the Open button.  Click the Install Certificate button.

2. Instead of taking all the defaults, specify where to install the root certificate by selecting “Place all certificates in the following store”.

3. Click the Browse button and select the “Trusted Root Certification Authorities”.

4. Click the Next and Finish buttons.

The first time you launch an application you will get the ICA File Security Screen:
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Select FULL Access
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Select “Never ask me for any application”.

Click Ok.

II. Troubleshooting the CITRIX Client Computer

List of Errors on following pages:

(1) Error:   "The server certificate received is not trusted (SSL Error 61)" 

(2) Errors:  ICA file not found, the computer hangs, or most errors other than the “SSL Error 61” as described above.

(3) Errors:  ICA file not found, the computer hangs, or most errors other than the “SSL Error 61” as described above.

(4) Error (NMCI Seats):  “The SSL Server You Have Selected is not accepting connections” or any error suggesting that the client computer cannot find the Server.

(5) Error:  During the Save or Save As, you can see the M drive, but you get the error “You do not have access to the folder "M:\"

(1) Error:   "The server certificate received is not trusted (SSL Error 61)" 

Problem:  The DOD Root Certificate is not installed or is not installed correctly on the client's computer.

Solution:  Use the file ”DOD Root Cert” located in the CITRIX Support area on the Command Information Office Page of the LANTDIV Intranet. 

Procedure:  (If you are not comfortable with, or have a computer that will not allow performing the following steps, call your IT or NMCI Help Desk for assistance.)

1. Instead of taking all the defaults, specify where to install the root certificate by selecting “Place all certificates in the following store”.

2. Click the Browse button and select the “Trusted Root Certification Authorities”. 

Click the Next and Finish buttons.

(2) Errors:  ICA file not found, the computer hangs, or most errors other than the “SSL Error 61” as described above.

Problem:  The Temporary Internet File capacity is full or the version of the CITRIX Client is wrong.


Procedure:  First, empty your Temporary Internet Files.

From your Internet Explorer Browser:

1. Select Tools > Internet Options > General Tab.

2. Click on Delete Files under Temporary Internet files. 

3. Then exit Internet Explorer and go back into it and try CITRIX again.

Next, if the CITRIX still does not work, the problem is with the ICA CITRIX client.  (Call the IT or NMCI Help Desk for assistance.)

First, un-install all versions of the CITRIX Clients on your PC.

1. Click on Add/Remove Programs in the Control Panel. (Start > Settings > Control Panel).

2. Under currently installed programs, click on Citrix ICA Client.

3. Then, click on the Change/Remove button.

Then, install the ICA Client version 6.31 mentioned at the top of this document.

(3) Error (NMCI Seats):  “The SSL Server You Have Selected is not accepting connections” or any error suggesting that the client computer cannot find the Server.

Problem:  You start getting this error after re-installing the Citrix ICA Client version 6.31 and the DOD Root Cert.

Solution: Call the IT or NMCI Help Desk for assistance.

Support will edit the 'Host' file (a TXT file without an extension) located in the 'c:\Winnt\System32\Drivers\Etc’ FOLDER using a text editor like Notepad. 

Add the following NATed IP addresses and the names of the Web Interface server:

10.16.12.17     citrix.efdlant.navfac.navy.mil  

10.16.12.17     www.efdlant.navfac.navy.mil

Save and exit and test.

(4) Error:  During the Save or Save As, you can see the M drive, but you get the error “You do not have access to the folder "M:\"

Problem: You do not have access to your PC's Local C drive via the M drive under Citrix even though you can see the M drive. If you try to click on the M drive to Browse to a folder, a popup box states that 'You do not have access to the folder "M:\" See your system administrator for access to this folder.'

Solution: The client can only correct this using the ICA Connection Center while a Citrix Application is running.  (Located at the bottom right of your computer’s status bar.)
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Double Click the ICA Icon and it bring up 
the Connection center.



Click on the Security Button.



Select FULL Access


Select “Never ask me for any application”.

Click Ok on the Security window.

Click Ok button on the Connection Center.


Now you can browse, read and write to your local C drive via the M Drive....




For further guidance, contact:

Command Information Office

Naval Facilities Engineering Command, Atlantic Division 

Phone: (757)322-8060 DSN: 262-8060

mailto:ITHELP@efdlant.navfac.navy.mil 

Page 5 of 6

